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LESSON PLANS FOR ADULT EDUCATORS/TEACHERS/TRAINERS
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Module Name: Safety

Topic 2 Title: Protect Devices

Lesson Plan 6 — The importance of protecting the equipment/devices themselves

Duration: 90 minutes

- This lesson plan aims to show learners how to protect devices and
digital content as well as to understand the risks and threats in

Aim digital environments.
Adults (seniors)
Target Group
e Classroom
® Internet access
Facility/ Equipment ® Projector

e Computers/ tablets with Internet connection/ smartphones
e Handout1l

Tools/ Materials

1. Task 1: Introduction to the concept (30 mins)

1.1 Introducing the subject through PowerPoint (Teaching materials),
watching the videos and giving them extra explanation in a simple
way.

2. Task 2: Do the exercises (40 mins)

Main Tasks 2.1 Ask them to sit down in front of a computer (alone or in pairs) or
a tablet (or even a smartphone to do some of the exercises) and
project Handout 6 (see Handout 1). The students should look at the
board (or wherever you have projected the Handout) and try to do all
the exercises. The trainer should help throughout the process.

3. Task 3: Challenges and Achievements (10 mins)
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3.1 Come back to the plenary and ask your students to share what
they found easier/ more difficult to do among the exercises; which
one(s) took longer; ask them if they are feeling more confident now
to keep their devices protected.

#Note: If you consider it necessary, you can repeat or explore this
session further in a future lesson.

4. Task 4: Wrap up (10 mins)
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HANDOUT 1: Keep your own equipment/devices protected

N

1. Show how to turn on a firewall.

2. Show how to lock a device.

3. Apply an update to the mobile phone (if
you have a smartphone).
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Keep your own equipment/devices protected

4. Install a proper antivirus on the computer
(even if you did not finish the process).

5. Disable unwanted services (or simulate the
process).

6. Download an app using all safety measures.
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